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e most clicked subject category across the world.
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TOP PHISHING EMAIL SUBJECTS

1. HR: New requirements tracking Covid vaccinations
2. Password Check Required Immediately

3. HR: Vacation Policy Update

4. HR: Important: Dress Code Changes

5. Acknowledge Your Appraisal

1. Authorize Pending Transaction on your Wallet
2. HR: Registration for COVID-19 Study

3. IT: End of Year Password Policy

4. HR: Gode of Conduct

5. Your Benefit Account Has Been Updated
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GLOBAL HOLIDAY EMAILS

1. HR: Change in Holiday Schedule

2. Someone special sent you a Valentine’s Day ecard!

3. St. Patrick’s Day: Employee Behavior/Gompany Policies
4. Qur Valentine’s Day Gift To You

5. Starbucks: Happy Holidays! Have a drink on us.
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COMMON "IN THE WILD" ATTACKS

< IT: Software Update

& Google Forms: Your Voice Engagement Survey
& Zoom: You missed a Zoom meeting

& Project Notice

& Dropbox: Updates about your account
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